Assemble the Raspberry Pi 
and Initialize Raspian Operating System
There are two ways to create an operating system (OS) for your Raspberry Pi.  Either OS creation must be done on a Windows computer. There is a simple system where you merely copy some files (NOOBS) onto the SD card and let the Pi itself download Raspbian the first time it is booted.  Alternately, you can downoad the full Raspbian OS and use an unZipper (7-Zip) and file-loader (win32diskimager) to download, unzip, and write the full Raspbian operating system (Raspbian) to the SD card.  If able, the latter is preferred.  The NOOBS derived version of Raspbian lacks some features of the full Raspbian system.

NOOBS (Easiest, but limited utility)
Get NOOBS Files
Create dir/sub/sub-directory called RaspberryPi/NOOBS/NOOBS-Extracted.”

Go to https://www.raspberrypi.org/downloads/noobs/.
Under “NOOBS Offline and network install,” click "Download ZIP."

Store the ZIP file in the directory: NOOBS.

Extract all files into directory: NOOBS-Extracted.

Create NOOBS SD Card
On main computer find directory: RaspberryPi/NOOBS/NOOBS-Extracted.

Copy all files onto a new or freshly formated (in FAT-32) micro-SD Card.

Raspbian (Preferred)
Gather Software Tools
From https://www.7-zip.org/download.html, download the appropriate 32/64-bit program. 

From https://sourceforge.net/projects/win32diskimager/, download the win32diskimager.

Create Raspbian SD Card
On Windows computer create dir/sub-directory called RaspberryPi/Raspbian.”

Go to https://www.raspberrypi.org/downloads/raspbian/
Under “Raspbian Buster with desktop and recommended software,” click “Download ZIP.”

Using 7-Zip, unzip the Raspbian file to an image.

Insert SD card into reader/writer.

Write Raspbian image onto SD card.  This is a big file, so it will take a while.

Physical Assembly
Assure all AC power cables are disconnected from the monitor and power supply.

Insert the OS micro-SD Card into the Pi card slot.

Connect:
monitor HDMI cable, keyboard and mouse to Pi,



Ethernet cable to Pi and network, and



micro-USB power cable to the Pi and unpowered power supply.

Connect AC power cable to the monitor.

Switch the monitor ON.

Start the Pi
Connect the AC power to the power supply.  Pi should boot up.

If you are using NOOBS: 



At the prompt, use the keyboard to select the “Raspbian” operating system.



Wait for the Raspbian operating system to load on the SD Card.

The Pi will boot Raspian and open the OS Configuration file.

Navigate with the keyboard arrow keys, to select (space bar selects/deselects) :





locale (eng_US.utf8) , and




SSH enable.

Close the configuration file.

If you need to return to this configuration file later, type:  sudo raspi-config
Select Keyboard
Edit the file:

sudo nano /etc/default/keyboard 

Locate the line:
XKBLAYOUT=”gb”




Change the "gb" to "us".




Press ^o to save, and ^x to close the editor.

Then reboot:

sudo reboot
Change the Raspberry Pi's HostName
Edit the file:

sudo nano /etc/hosts

The very last entry, labeled 127.0.1.1, has the hostname "raspberrypi."


Replace "raspberrypi" with "rpi1  (or rpi2, rpi3, ...).


Press ^o to save, and ^x to close the editor.

Edit the file:

sudo nano /etc/hostname

This file only contains your hostname.


Replace “raspberrypi” with the same hostname used in the last step.


Press ^o to save, and ^x to close the editor.

Submit the changes:
sudo /etc/init.d/hostname.sh
Then reboot:

sudo reboot
Verify hostname:
hostname
Check router's device list to verify the new hostname.

Update Rasbian System Files to latest Revision
Revise package info:
sudo apt-get update
Download and upgrade s/w:




sudo apt-get upgrade



sudo reboot
Add a User
Type:


sudo adduser UU
Change The Password
Type:


sudo passwd UU
At the prompt, enter the new password.  It is effective immediately.

Add User to Groups (including making a Sudo-er)
Type:


usermod -a -G GG,GG,GG UU

    example:
usermod -a -G sudo,pi user55
Type:


groups UU

(Verify by listing all groups for user UU.)
Set a Local Network Static IP-Address
(Alternately, a static IP can be set in the router.)

List the current network interface:




cat /etc/network/interfaces

The line, "iface eth0 inet dhcp", implies we get our IP Address via DHCP.

List the configuration file:




ifconfig

Look at the first couple of lines that look something like this:


eth0
Link encap:Ethernet HWaddr b8:27:eb:3f:9a:7d


inet addr:192.168.1.15  Bcast:192.168.1.255  Mask:255.255.255.0
Note the inet addr, Bcast, and Mask.  

Type:


netstat -nr
... which will display:

--------------------------------------------------------------------------------------------------------

Destination
Gateway

Genmask
Flags
MSS Window
irll
Iface

0.0.0.0

192.168.1.1

0.0.0.0

UG
0 0

0
eth0

192.168.1.0
0.0.0.0


255.255.255.0
U
0 0

0
eth0

--------------------------------------------------------------------------------------------------------

Note the Gateway of 192.168.1.1, and the Destination of 192.168.1.0.

Edit network config:
sudo nano /etc/network/interfaces

Change line from:
iface eth0 inet dhcp


To:  


iface eth0 inet static


Add the lines:

address 192.168.1.15

(your "inet addr.", use your values.)





netmask 255.255.255.0
(your "Mask.")





network 192.168.1.0

(your "Destination.")





broadcast 192.168.1.255
(your "Bcast.")





gateway 192.168.1.1

(your "Gateway.")


Press ^o to save, and ^x to close the editor.

Remove exiting lease:
sudo rm /var/lib/dhcp/*
Reboot:


sudo reboot
Verify your work:

ifconfig


eth0
Link encap:Ethernet HWaddr b8:27:eb:3f:9a:7d



inet addr:192.168.1.15  Bcast:192.168.1.255  Mask:255.255.255.0

Ping your "Gateway" address" to verify:
ping 192.168.1.1 -c10
Change the SSH Server Port Number (but, why would you want to?)
Edit the file:

sudo nano /etc/ssh/sshd_config


Look for the line that reads:  "Port 22."



Change the port number to the desired port number.




Press ^o to save, and ^x to close the editor.

Reboot:

sudo reboot
When you now ssh into your Pi, you will need to mention that port number.


Example:
ssh -p 7322 pi@raspberrypi
(for port 7322)
To ssh access the Pi from the web, enable port forwarding on your router.

Change the Message Of The Day (MOTD)
This message will be displayed each time you log onto the Pi.




sudo nano /etc/motd



Edit to enter your desired message.




Press ^o to save, and ^x to close the editor.

Install gFortran
Revise package info:
sudo apt-get update
Install gfortran:
sudo apt-get install gfortran
Edit file:

nano .bashrc

Add line:
alias for='/usr/bin/gfortran -o'



Press ^o to save, and ^x to close the editor.

To compile Fortran program:




for fileOut fileIn.for
Install Apache
Revise package info:
sudo apt-get update
Install Apache:
sudo apt-get install apache2 -y
Test the web server.

If browsing from the same Pi:



http://localhost/

If browsing from another machine:



http://rpi3   (use actual hostname)


or
http://193.168.1.10   (use actual IP)
Observe the default test page, confirming Apache is working.
Note:
To verify the Pi's hostname on the LAN:



hostname

To find a Pi's IP on the LAN:



hostname -I
Install your own website HTML files:

Go to directory, observe the default index.html file, remove file:



cd /var/www/html



ls -al



sudo rm index.html

Copy your HTML files into this directory.



sudo curl -O http://www.spookmate.com/pi.htm



mv pi.htm index.html
If PHP file to be used, install PHP and the Apache PHP module:



sudo apt-get install php libapache2-mod-php -y
Create PHP to test:

Remove the index.html file, and create file index.php:



sudo rm index.html



sudo nano index.php

Put some PHP content in it:

Create a PHP file:



sudo nano index.php

Add one line:
<?php echo "hello world"; ?>



Press ^o to save, and ^x to close the editor.

Test the PHP web server:  Refresh your browser, and expect to see "hello world".
Remember:
HTML files go into the  /var/www/html/  directory, and
CGI files go into the  /usrlib/cgi-bin/  directory.
Factory settings:


User settings:
Username:  Pi



Username:  Pi

Password: raspberry


Password: (user selected)

Hostname: raspberrypi

Hostname: rpi1

SSH port #: 22


SSH port #: 22

Remote SSH Control
 from another Linux Machine
Run the Pi Remotely via SSH
Run Pi remotely:
ssh pi@rpi1
At the prompt, enter the password.

The Pi's prompt is: “pi@rpi1 ~ $”

Temporarily escape the Pi to work on the local computer, and then return to the Pi
Escape the ssh process: 




~^z

(an undisplayed tilde and then a control-z)

Your ssh process is pushed to the background, your terminal is now just back talking to the local computer.  The job number is displayed:



[#]+
Stopped

ssh pi@rpi1

(# is the job number.)

Remember the job number (#).

If you forget, find the job number:




jobs


[#]+
Stopped

ssh pi@rpi1

(# is the job number.)

Return to the Pi:
fg %#
Pulls ssh back to foreground (ex:  fg %1 ).

Exit the remote Pi
Type:


logout
You will be disconnected from the remote Pi, your ssh process terminated, and your termional is returned to the local system prompt.

Other Related Functions
Copy SD Card
To write an image of the entire uSD Card as a file on the Hard Drive of another computer, first assure to shutdown the Pi (procedure above).  Remove the uSD Card from the Pi, place it into a USB uSD Card reader, and place into another computer.  Determine the USB drive the uSD Card is installed into.  Use “pwd” to assure you are in the working directory where you want the file to be stored, then type:




dd if=DD of=FF

(Ex:  dd if=/dev/sdd of=backup.img)

This may take a while.

Create Backup Formated SD Card with Operating System
To write a uSD Card with a backup image, insert a new or newly formatted uSD Card into a USB uSD Card reader, and place into the computer with the backup image file on its hard drive.  (Assure you have this right, otherwise irreparable harm may come to this computer.)  Use “pwd” to assure you are in the working directory where the file exists, then type:




dd if=FF of=DD

(Ex:  dd if=backup.img of=/dev/sdd)

This may take a while.  Remove the USB uSD Card reader from the computer.  Remove the uSD Card from the reader.  Insert the uSD Card into the Pi.

Copy a File from/to the Local Computer to/from the Remote Pi
Copy from local computer to remote Pi:




scp FF pi@rpi1:/home/pi/FF
Copy from remote Pi to local computer:




scp pi@rpi1:/home/pi/FF FF
Start the X GUI     (Local command only)
Enter:


startx
SMTP Mail Setup
Load the packages:
sudo apt-get install ssmtp



sudo apt-get install mailutils



sudo apt-get install mpack
Edit file:

sudo nano /etc/ssmtp/ssmtp.conf

Edit the fields:

AuthUser=cgarybailey@gmail.com





AuthPass=password





FromLineOverride=YES





mailhub=smtp.gmail.com:587





UseSTARTTLS=YES




Press ^o to save, and ^x to close the editor.

To send email:

echo "Message text" | mail -s "Subject" username@domain.tld

To send attachments:
mpack -s "test" /home/pi/test/somefile.ext username@domain.tld

To text to Verizon:
echo "Message text" | mail -s "Subject" PhoneNum@vtext.com

Install a VNC on Pi
Install TightVNC:
sudo apt-get install tightvncserver
Run TightVNC
tightvncserver
It will prompt for a password and and optional view-only password.
Install a VNC Client on a Windows Machine
The TightVNC application is downloadable from www.Tightvnc.com.
Install a VNC Client on Local Linux Machine
Get application:
sudo apt-get install xtightvncviewer
Create a file:

sudo nano vnc.sh  


Add script:
#! /bin/sh



vncserver :0 -geometry 1920x1080 -depth 24 -dpi 96

Press ^o to save, and ^x to close the editor.

Make the file executable:
chmod +x vnc.sh
Start TightVNC:

./vnc.sh
On the local computer, open the VNC client.  Enter the Pi's IP Address:port (0 or 1) and connect.
To end the session of the Pi:
killall vnc.sh

